


 



 

 

 

 



 

 The objective of this work is to provide an easier, understandable and secure 
way to organizations evaluate the maturity in key safety-RE process areas but also guide 
them to discover what they miss or need to achieve the maturity level they desire.

 

 The student started this PhD in March 2015 and the expected date for thesis 
defense is February 2019. In these 28 months, we achieved the following goals:  

 Literature reviews:  

 Systematic literature review: a systematic literature review about requirements 
communication in safety-critical systems and integration between RE and 
safety analysis was already conducted. This activity resulted in two papers: 
one published in Journal of Systems and Software [24], and another one that 
is under submission.







 

 



 

 The application of maturity models creates useful benefits [13]. First of all, 
maturity models generate an awareness of the analyzed aspects: their state, importance, 
potentials, requirements, complexity, and so on. Furthermore, they may serve as 
reference frame to implement a systematic and well-directed approach for 
improvements, ensure a certain quality, 
on a comparable basis [13]. 
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